


Many people want to save, but when it comes to adding money to their savings account, they’ll find they’d 
rather use the income for other things. Saving money can be easier said than done, but in the long run, putting 
money away is worth it.

So how can you make sure you’re saving as much as you can? One of the best ways to save, is to set a certain 
amount from your paycheck to automatically go directly into your savings account. If you treat your savings as 
you would any other bill and remain consistent, your savings will build.

If you would like to save for multiple things we can set up multiple suffixes under your account and you can put 
a specific name to each one. We can also set up automatic transfers from accounts. So if you get paid bi-weekly, 
we can set the dollars to automatically transfer to your savings account on each pay day.

Let us help you grow your money! Call or visit the credit union for more information, we are here to serve.

Be wary of scams
Social media is a common place for scammers 
to make their move. There are a variety of 
scams that take place over social media, 
but two of the most common methods are 
through ads or over private messages.
Before purchasing anything from an ad, 
be sure to check out the company. Visit 
their social media pages and review posts 
or comments for anything that makes the 
company look bad (such as comments saying 
people never received the items they ordered, 
etc.). Finding no comments on any social 
media posts may also be suspicious because 
the company could be deleting negative 
reviews. Search the company name on Google 
and be sure they have references. Check out 
their BBB (Better Business Bureau) page if 
one exists and read other reviews to see if 
they are reputable.

When it comes to private messages on social 
media, one of the best ways to avoid scams 
is to only message people you know. Even if 
you do know the person who messaged you, 
do not respond on any links that you were 
not expecting. If a message looks suspicious, 
DELETE IT.

Avoid Connecting with 
Strangers
Accept ing a  f r iend 
request from a scammer 
opens the door for 
them to mislead you 
into  c l i ck ing  on a 
malicious link, falling 
for a sympathy scam, 
and more.it also gives 
them easy access to your 
posts and any personal 
information that you 
share, making you a good target for 
identity theft and other similar scams.

Use Two-Factor Authentication
Two-factor authentication is an extra layer 
of security to keep your account secure from 
hackers who are trying to log in with your 
information. When this setting is enabled, 
you will enter your user name and password 
as usual, but will then be asked to confirm 
it’s really you. Methods of verification include 
but are not limited to: a code texted to 
you, a code e-mailed to you, a fingerprint 
or face scan, or an answer to a security 
question. Increase the level of login security 
by using secure passwords such as phrases 
intermingles with special characters and 
uppercase letters. 

Be Careful What You Post
Be very wary of what you post! Not only 
should you avoid sharing posts that could 
come back to haunt you, but you should 
also be careful about what information you 
share. For instance, the lives of many children 
nowadays are documented on their parents’ 
social media. Think about this when you post 
a birth announcement, you are telling the 
world the first, middle, and last name of your 
child, their full birthdate, their birthplace, 
and more. That is a lot of information a 
scammer would need to steal an identity.

Posting too much about 
where  you are  and 
what you’re doing can 
also make it easy for 
someone unwanted to 
find you. Keep personal 
information such as your 
address, personal. Post 
about places you are 
going after you get back. 
Putting your whereabouts 
on social media could 

lead stalkers and thieves to your front 
door, when you are away.

CYBERSECURITY & SOCIAL MEDIA: STAY SAFE

Annual Meeting
The 81st annual meeting of Rio Grande Federal Credit Union was held on March 16th at the credit 
union. The Board of Directors and management felt it was prudent in these unprecedented times 
not to have a large public gathering. The business meeting included the minutes of the last annual 
meeting, reports from directors and supervisory committee and election of directors. The meeting 
was attended by staff and other members.

If you would have an interest in serving in a volunteer capacity on either the Supervisory Committee 
or the Board of Directors, contact the credit union to learn more about these opportunities.  You can 
contribute to the success of Rio Grande and learn more about how the credit union works. 
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